
All your efforts of setting up the
testing instance again and again

And packed to the Docker
Image a.k.a Nightingale

PROBLE STATEMENT



BUT FIRST, THE RESEARCH

RESOURCE EFFICIENCY

PORTABILITY

FAST STARTUP AND SHUTDOWN

VERSION CONTROLING

LOW OVERHEAD

SCALABILITY IS WAY MORE EASY



WHAT ?

Nightingale is an open-source tool for penetration testing using Docker.

Docker creates isolated environments for consistent and repeatable testing.

Saves time and effort when re-running tests.

Eliminates need to install  multiple languages and modules.

Fast booting allows for quick spin-up and tear-down of testing environments.

Resource-efficient,  requiring only necessary resources at the time of testing.

Supports vulnerability assessment and penetration testing of any scope.

Includes all  necessary tools for penetration testing.

Accessible via browser using local IP address.

Platform-independent penetration toolkit for efficient and consistent testing.



SOME SNAPS



TIME TO DICUSSION

OR https://rajanagori.github.io/rajanagori/
and type - discuss

https://rajanagori.github.io/rajanagori/


THANK YOU!


